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May 15th,  2013


John Traversy    via GC-KEY
Secretary General 
Canadian Radio-television and
Telecommunications Commission
Ottawa, Ontario  K1A 0N2


 RE:  TNC 2013-80  Review of outstanding wholesale high-speed access  
   service issues related to optional upstream speed rates and  
   modem certification requirements - Interrogatories   
   CRTC File:  8661-C12-201303487


Mr. Traversy,


1. Pursuant to the Commission’s letter dated April 29th defining the interrogatory process, 
Vaxination Informatique files its comments on the interrogatory responses filed on 
May 8th by: Bell Canada, CNOC, MTS, SaskTel and Telus and cable companies 
Cogeco,Québécor,Rogers and Shaw.


2. Note that  the format used by Bell Canada for its responses did not have paragraph numbers 
when viewed by Vaxination.  The use of a  final format such as .PDF would prevent this.


Cable companies’ response


3. While the cable companies argue that the CableLabs testing is insufficient, they have not 
provided any reasons why different  DOCSIS networks in Canada are sufficiently different 
that they require different modems and/or firmware. For instance, the Thompson DCM475 
modem, while supported by both Rogers and Vidéotron, are not interchangeable as they 
require different firmware to operate on one or the other.   The goal should be to have all 
cable carriers in Canada adhere to the same incantation of the DOCSIS standards so that 
one (larger) set of modems could be approved and usable on any Canadian DOCSIS 
system. After all, that is the goal of standards.


4. As it stands, the proprietary implementations of DOCSIS made by each carrier causes 
additional costs in certifying and tweaking modems. In in cases of ISPs who purchase TPIA 
services from multiple carriers, causes more logistic problems because the list of modems 
displayed to a potential retail customer depends on his postal code . (aka: if customer is in 
Cogeco, Rogers or Videotron or Shaw territory). 
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  It has been the Cable Carriers’ experience that many modems submitted by third parties 
are off shore devices that have yet to be used in North America. As requirements vary by 
jurisdiction some devices allow for a more open platform that does not meet Canadian 
security standards. One example was a specific modem that had SNMP read write 
unsecured thereby completely exposing the devices.


5. SNMP read-write is permissible in the DOCSIS environment as long as it cannot change 
parameters specific to the DOCSIS side of things. (for instance, the end user must not be 
able to change the speed limit which is configured into the modem by the CMTS or play 
with encryption system to allow decryption other people’s traffic on the same node).  This 
is part of the basic DOCSIS standards, so one would assume CableLabs would weed out 
any such models before they reach the market place.  However, managing of the LAN side 
(read-write access)  of the modem by the end user is perfectly permissible by the DOCSIS 
standards, as well as read access to certain DOCSIS parameters (for instance, checking if 
the link is up or down, or reading data transfer counters).


6. As an example, in the early 2000s, Vaxination spent 3 months trying to get connected to 
Vidéotron with Vidéotron refusing to cancel the contract despite their inability to make it 
work.  The lack of access to the modem status page resulted in hours spent on the phone 
with clueless script readers, performing network traces to attempt to prove that the problem 
was not at my end etc.  The problem turned out that they had implemented the TOS “only 
one computer can connect to the internet” rule into “there can only be only computer on 
the LAN” filter in the modem (routers were still prohibited at that time).  A subtle difference 
that causes months of time wasted.  My workstation was effectively blocked from connecting 
on the internet because it was not the first device on my LAN seen by the modem, even if it 
was the only one sending a DHCP request.


7. In a TPIA environment, it gets worse as the ISP has no access to the modem status from the 
CMTS side and  must redirect such problem reports to the TPIA carrier. 


8. So while the cable carriers are free to disable/cripple functions of their modems to suit their 
retail customer base, they must not impose such retail restrictions onto the independent ISPs.


9. When a carrier goes through the trouble of having a modem customized and qualified to be 
compatible with its network, it should request and qualify 2 versions: one with the carrier’s 
own retail side limitations, and one with the manufacturer’s original LAN side access fully 
enabled.  By having the same DOCSIS side firmware customizations, the second version 
would be easy to qualify. That second version would then be available to TPIA ISPs and 
allow them to give their retail customers a fully functioning modem with no retail capabilities 
disabled. It would also provide the end users tools to help debug problems which the ISP 
does not have since the ISP has no access to the carrier’s CMTS tools. 
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Bell Canada


10. Vaxination notes that in both Telus and MTS’ cases, these incumbents have deployed standard 
VDLS2 compatible networks without serious idiosyncrasies. This shows that it can be done.


11. In its replies to the interrogatory, Bell Canada re-iterated it has no plans to replace the 
Lucent Stingers.  Based on research done, the Lucent Stinger line began in 1999 with rack 
mountable units (Central Office only).  Lucent eventually produced the Compact Remote 
version which could be deployed in remotes with support for ADSL-1 and ADSL2+. VLDS2 
support was added at some later time. 


12. At its peak, the Stinger line reached 10% of the DSLAM market.  By December 2006 when 
Lucent ceased to exist as it was absorbed into Alcatel, its market share had dropped to 
only 7% while Alcatel’s ISAM product line (which includes the 7330) had over 40% of the 
market.  It doesn’t take an Einstein to know which or the two product lines would be end-of-
lined during the initial product rationalization. Yet Bell Canada continued to deploy those 
units until 2012 some 5 years after the product line was discontinued1. 


13. Vaxination is not privy to the exact support contracts between Bell Canada and Alcatel-
Lucent and what level of support, spare parts and improvements Bell Canada can still get 
from Alcatel on the discontinued Stingers especially this many years after the end of sales 
for a product line.


14. Should ISPs (and end users) subsidize Bell Canada’s decision to keep discontinued Stingers 
if their support/maintenance costs are much higher than industry average ?


15. If Bell Canada’s decision to keep these antique DSLAMs results in only one modem being 
available at higher cost,  should ISPs and end users subsidize this policy ?


16. Furthermore, once a product line has been end-of-lined,  any carrier should immediately 
have plans to eventually replace these units in the medium/long term as the lack of upgrades 
and rising maintenance/support costs will eventually make the service un-competitive and 
cause problems (such as incompatible modems).   Bell Canada’s stern confirmation that it 
has no plans to replace these units is quite puzzling.


17. From a regulatory point of view, since Bell Canada has stated twice and quite clearly that 
it has no plans to upgrade/replace these units, perhaps the Commission should adjust the 
costing for those units to remove the portion of the costs allocated to pay for replacement 
of equipment every 7 years.


1 The last press release on the Alcatel-Lucent site to refer to the Stingers was in March 2007, referring to a sale to 
Kazakhtelecom which included some Stingers, as well as some of Alacatel’s own products. This is a deal that was 
actually announced in March 2006 between Lucent and Kazakhtelecom.  The Alcatel purchase of Lucent was 
announced on April 02 2006.



http://www3.alcatel-lucent.com/wps/portal/%21ut/p/kcxml/04_Sj9SPykssy0xPLMnMz0vM0Y_QjzKLd4w3cQ7SL8h2VAQAu32oaA%21%21%3FLMSG_CABINET%3DDocs_and_Resource_Ctr%26LMSG_CONTENT_FILE%3DNews_Releases_2007/News_Article_000202.xml

http://web.archive.org/web/20061101165946/http://www.lucent.com/press/0306/060308.cob.html
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18. And from an amortization point of view, the Commission should consider when the 
equipment was actually delivered. If equipment has been sitting in a warehouse for many 
years until installation in 2012, amortization would apply to the years the equipment sat 
idle in a warehouse. It is quite unlikely that Alcatel would have continued to manufacture a 
discontinued product for many years after its end-of-sales deadline.


 


  The Companies also mentioned in their Reply Comments that the Alcatel Lucent Stinger 
DSLAMs continue to work appropriately and meet industry standards


19. Considering  that the Stinger DSLAMs do not support industry standard modems and require 
what is likely a custom made model used only by Bell Canada and not listed in Sagemcom’s 
web site,  the statement that they meet industry standards should be taken with a grain of 
salt.   It is not clear whether they are able to support 50mbps service. It is clear that the 
Stingers, based on an old Ikanos chipset, have been problematic with industry standard 
modems even with ADSL-1 profiles (for instance, not reporting correct line statistics making 
it harder to diagnose problems). The Alcatel DSLAMS such as the 7330 are based on a 
Broadcom chipset meets current industry standards whereas the Ikanos ones had to get a 
software hack to approach those standards as those chips date from before the VDSL2+ 
standard was finalised.


In the Companies’ view, the Commission may be exceeding its 
authority if it were to mandate a replacement of the Alcatel Lucent 
Stinger DSLAMs. The Companies currently use the Alcatel Lucent 
Stinger DSLAMs to effectively support high-speed services for both 
their retail and wholesale end-users.  As these DSLAMs equally 
enable retail and wholesale services, there is thus no discrimination, 
much less any undue preference


Telecom Act:  7- (b) to render reliable and affordable telecommunications services of high 
quality accessible to Canadians in both urban and rural areas in all regions of 
Canada;


20. It can be argued that the Stinger DSLAMs cause unreliable service and result in higher 
costs than the use of modern equipment. The Sagemcom modems required because of the 
non-conforming nature of the Stingers exhibit many problems and are unreliable requiring 
frequent reboots due to “sync no-surf” problems. They also have performance problems 
for speeds above 25mbps when the end user bypasses the routing function (Bell Canada’s 
firmware does not allow the routing functions to be disabled altogether).


21. While one may argue that the Commission may not have the power to force Bell Canada to 
change its DSLAMs, the Commission has a duty to NOT encourage Bell Canada to keep such 
probem equipment, especially since Bell Canada has stated it has no intentions to correct 
these problems and is perfectly happy with the discontinued equipment’s performance.
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Modems


22.  While Bell Canada has a reasonable approach wit regards to approval/certification of 
modems, what is not clear is whether the Sagemcom 2864 modem is a custom built unit or 
whether it happens to be a “standard” modem that happens to work with Bell’s DSLAMs 
that are not in widespread use by other carriers.


23. The ability of ISPs to source “OEM” version of the 2864 modem with all functions enabled 
and no Bell Canada branding would depend on whether Bell Canada has signed an 
exclusive deal for that specific model (not listed on Sagemcom’s web site), and if so, if Bell 
Canada is willing to relinquish the “exclusive” nature of that model so that ISPs could bulk 
order a proper uncrippled version of the modem. It is not even clear if Sagemcom would 
have produced an OEM version of that modem with all functions enabled if it is sold only 
to Bell Canada.


24. Furthermore, as the modem is still unreliable, the question arises who would pay for 
firmware upgrades of the OEM version purchased by ISPs. For instance, if Bell Canada 
pays Sagemcom to fix the “synch no surf” issue for its branded modems, would this work 
also include the production of the equivalent OEM version of the firmware to incorporate 
the fixes  that deal with the problem causing Stinger DSLAMS ? 


25. However, even if ISPs are able to order the modem uncrippled which allows end users to 
disable the router and wireless functions, the fact remains that it forces end users to pay for 
hardware they do not want because their own routers already provide better functionality.


Conclusion


26. Bell Canada’s selection of Stinger DSLAMs is hampering growth of the higher speeds in 
the Bell Canada territory as it requires the use of a costly nonstandard  modems which 
incorporate more functions than are necessary.


Regards,


Jean-François Mezei
Vaxination informatique
jfmezei@vaxination.ca 
 
cc: participants to 2013-80 via email


*** END OF DOCUMENT **






