

    


 


 
June 4, 2013 
 


Via GC Key 
Mr. John Traversy 
Secretary General 
Canadian Radio-television and  
Telecommunications Commission 
Centre Building 
Gatineau, Quebec K1A 0N2 


Dear Mr. Traversy: 
 
Re: Review of outstanding wholesale high-speed issues related to interface 


rates, optional upstream speed rates, and modem certification 
requirements, Telecom Notice of Consultation CRTC 2013-80, 21 February 
2013 (CRTC File No. 8661-C12-201303487) – Cable Carriers Reply 


 
1. Pursuant to the Commission staff letter dated May 21, 2013, Cogeco Cable Inc., 


Rogers Communications, Shaw Cablesystems G.P. and Quebecor Media Inc., on 
behalf of its affiliate Videotron G.P. (collectively, the “Cable Carriers”) hereby file 
their reply comments regarding modem certification requirements. The Cable 
Carriers are in receipt of submissions from Canadian Network Operators 
Consortium Inc. (“CNOC”), Teresa Murphy and Vaxination Informatique 
(“Vaxination”) regarding cable modem certification requirements.   
  


2. In paragraph 3 of its May 15, 2013 comments made after receipt of the Cable 
Carriers April 29, 2013 interrogatory response, Vaxination maintains that: 
  


“The goal should be to have all cable carriers in Canada adhere to the same 
incantation of the DOCSIS standards so that one (larger) set of modems could 
be approved and usable on any Canadian DOCSIS system.”  
 


3. In paragraphs 22 and 24 of its April 11, 2013 comments, Vaxination had submitted: 
 
“In the case of cable companies, while there is an image that the DOCSIS 
standard has reached a high level of interoperability, each carrier seems to be 
implementing it differently in Canada, causing modems to be incompatible 
between carriers. For instance, a modem tested on Rogers’ network may fail on 
Vidéotron’s.” 
 
and mused, 
 
“Perhaps a CISC might be able to find out why the different cable carriers in 
Canada deploy the same core equipment in ways that are incompatible and see 
if there might not be a way to have compatible DOCSIS networks nationwide.” 
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4. In paragraph 56 of its April 11th reply, CNOC made a similar submission: 


 
“More specifically, could Cable Carriers stop requiring second-level modem 
testing for every new model of modem, including every modem models already 
tested running new firmware? Now that the DOCSIS 3.0 specification is mature, 
it may make sense to eliminate the second-level modem requirement for any 
modem that is compatible with DOCSIS 3.0 or lower level DOCSIS specification. 
In that case, second-level modem testing, including the one free test per ISP per 
year, would be reserved for new modems where modem specifications are still 
emerging and have not stabilized, which is what CNOC is proposing for the 
ILECs as well.” 


 
5. Vaxination is seeking the impossible.  It is seeking uniform billing, provisioning and 


customer support tools across Canada when, in fact, there are five large cable 
companies and dozens of smaller companies each with their own systems and 
unique networks.  This fact is precisely the reason for second level testing.  There 
is no need for a CISC to establish this fact. CNOC’s submission also fails to 
recognize the purpose of second level testing. As explained by the Cable Carriers 
in their April 29, 2013 interrogatory response: 


 
“Second-level testing is the second step in the modem testing process and 
involves testing of the specific hardware and firmware with the unique 
provisioning, operations and  customer  support  systems  and  tools  of  the  
individual  Cable  Carrier  to  meet standards  for  operability,  security,  
interference,  authentication  and  network  harm. Although, CableLabs can 
certify a modem as DOCSIS specification compliant within their  testing  lab,  
they  cannot  replicate  the  unique  network  infrastructure,  device configuration, 
traffic loads and provisioning systems that exist in each cable carrier network.   
Testing the modem over the Cable Carrier specific network is what second- level 
modem testing is designed to complete and it has little relation to the CableLabs 
DOCSIS specification or its maturity within the industry. 
 
It is important to understand that every cable network is different and includes a 
unique ecosystem of devices that all work together in the network, including all 
other cable modems already deployed. Although each Cable Carrier may have 
deployed DOCSIS certified network equipment, each combination is different 
depending on the carrier and its network topology. Each Cable Carrier also 
deploys proprietary provisioning and system software that controls and monitors 
modems on its network. This software will set modem profiles and monitor 
security settings. This is critical on a cable network because, as CNOC allude to 
within its comments, the cable network is a shared resource. Modem profiles 
ensure customers are receiving only the service upload and download speeds 
they are paying for and not impacting other customers. Security settings ensure 
that modems are not deployed on the network in a manner that allows a 
customer to view or capture personal information from other traffic on the 
network. Security settings are also important to protect the network from 
malicious attacks from hackers.” 
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6. In paragraphs 18 and 19 of its May 15, 2013 submission, CNOC submits: 
 


“18. In CableCarriers(CRTC)29Apr2013-1, Cogeco Cable Inc., Quebecor Media 
Inc., Rogers Communications and Shaw Communications Inc. (collectively, 
“Cable Carriers”) provide their view concerning why second level modem testing 
is still required for all cable modems. CNOC is willing to accept these reasons, 
so long as the Cable Carriers: (1) apply the same second level modem testing 
and acceptance procedures to ISP modems that they apply to their own; (2) 
allow any modem that has passed second level modem testing to be used by any 
ISP; and (3) each ISP continues to be allowed to request second level modem 
testing for one modem at no charge each year. 
 
19.  At the same time, CNOC would like assurance that modem second level 
testing procedures are not used by Cable Carriers to screen modems for features 
that should be under the control of an ISP providing retail services to end-users 
rather than a Cable Carrier providing wholesale services to ISPs. For example, 
features like securing SNMP or wireless access are features that ISPs should 
control. A modem should not fail second level modem testing simply because a 
modem is not configured at the factory with secured SNMP or because wireless 
access has been enabled by default.” 


 
 


7. The Cable Carriers confirm that they apply the same second level modem testing 
and acceptance procedures to ISP modems that they apply to their own to meet 
standards  for  operability,  security,  interference,  authentication  and  network  
harm. The Cable Carriers confirm they allow any ISP modem that has passed 
second level modem testing by a specific cable carrier to be used by any other ISP 
using that cable carrier’s network.  However for the reasons expressed by the 
Cable Carriers in paragraphs 7 and 8 of their March 25, 2013 intervention, there is 
no regulatory justification for cable carriers to subsidize the operations of the ISPs 
by providing free modem tests: 


 
 


“7. Specifically, the Cable Carriers are currently required to complete one modem 
certification test per ISP per annum without compensation. Under this 
requirement the Cable Carriers absorb modem testing costs that are directly 
attributed to their competitor’s deployment of a new Internet modem for its 
customers. Effectively, this obligation requires the Cable Carriers to fund the 
deployment of services for Internet competitors.  
 
8. Given the current market conditions, there is no compelling reason for cable 
carriers or large telephone companies to be required to cover competitor costs. 
Continuing with this obligation and extending it to the telephone companies 
would run counter to the Policy Direction which requires the Commission to rely 
on market forces to the maximum extent feasible and ensure regulation is 
imposed in a symmetrical and competitively neutral manner. Extending 
obligations for carriers to absorb competitor costs distorts the competitive market. 
While maintaining the obligation for the Cable Carriers and not extending it to the 
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telephone companies would further impact market forces. As such, any 
requirement that the Cable Carriers and large telephone companies must absorb 
the cost of modem certification testing for their competitors must be 
discontinued.” (footnote omitted) 


 
8. In regard to CNOC’s comments in paragraph 19 of its submission, the Cable 


Carriers must perform testing to ensure that the device does not interfere with the 
shared cable network and works with cable company support tools. Moreover, the 
device must meet basic security standards to ensure it cannot be easily 
compromised and used for malicious purposes.  As noted in the Cable Carriers 
April 29, 2013 interrogatory response: 
 


“It has been the Cable Carriers’ experience that many modems submitted by 
third parties are off shore devices that have yet to be used in North America. As 
requirements vary by jurisdiction some devices allow for a more open platform 
that does not meet Canadian security standards. One example was a specific 
modem that had SNMP read write unsecured thereby completely exposing the 
devices.” 


 
9. In Paragraph 9 of its May 15, 2013 comments, Vaxination submits: 
 


“When a carrier goes through the trouble of having a modem customized and 
qualified to be compatible with its network, it should request and qualify 2 
versions: one with the carrier’s own retail side limitations, and one with the 
manufacturer’s original LAN side access fully enabled.” 


 
10. In essence, Vaxination is now proposing that the cable carriers test and certify 


firmware that they will never use and that ISPs may never use. This would be very 
inefficient use of resources and moreover Vaxination makes no mention of 
compensation for the costs that would be incurred. 
 


11. In paragraphs 26-31 of her May 15, 2013 Comments, Ms. Murphy asks why a 
Hitron CDE-30364 modem (“Hitron”) previously purchased for Rogers’ retail 
150Mbps/10Mbps service cannot be used for TPIA service.  The reason is that the 
firmware loaded into this gateway modem is specifically configured for Rogers’ 
retail service including an initial Rogers splash page. Ironically, in the past Rogers 
has received complaints from ISPs who inadvertently deployed modems with 
Rogers-specific firmware that Rogers was subverting the competitive process by 
trying to win customers back during the provisioning process. In any event, TPIA 
ISPs are free to request certification of this device with non-Rogers-specific 
firmware. 
 


12. In paragraphs 32-36 of her May 15, 2013 Comments, Ms. Murphy goes on to 
address the issue of specific firmware versions. It is not clear from these comments 
what Ms. Murphy is seeking. However, on the general issue, Rogers submits that it 
is the ISP’s responsibility to install modems with the correct approved firmware.  
Any upgrade to firmware is the responsibility of the ISP and the hardware/firmware 
combination must be certified for use on the network. 
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Yours very truly, 
 
 


 


 


 


 


 


 


 


Yves Mayrand 
Vice President 
Corporate Affairs 
Cogeco Cable Inc. 
Tel.:  514.874.2600 
Fax:  514.874.2625 
yves.mayrand@cogeco.com 


Dennis Béland 
Vice President 
Regulatory Affairs, Telecom 
Quebecor Media Inc. 
Tel.: 514.380.4792 
Fax: 514.380.4664 
regaffairs@quebecor.com 
 


Ken Engelhart 
Senior Vice President 
Regulatory 
Rogers Communications 
Tel.:  416. 935.2525 
Fax:  416.935.2523 
ken.engelhart@rci.rogers.com  


Jean Brazeau 
Senior Vice President  
Regulatory Affairs 
Shaw Communications Inc. 
Tel.:  416.649-5211 
Fax:  416.649-5201 
regulatory@sjrb.ca 
 


 
Copy: Interested Parties to TNC CRTC 2013-80 
 Chris Seidl, CRTC  


Lynne Fancy, CRTC 
Lyne Renaud, CRTC 


 
 
 


*** END OF DOCUMENT *** 
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		Yours very truly,




